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Abstract. Blockchain technology is an innovation of the 21st century that is 
supposed to act as a trust-building factor and may provide the foundation for 
trust-free systems as well as market exchanges. We investigate how the trust-
related properties of blockchain technology influence trust relationships of 
participants in the platform economy. Building on the pilot study of 
Hawlitschek [1], we conduct a scenario-based online survey with participants 
taking the role of a customer on a blockchain-based peer-to-peer rental 
platform. Our results confirm that while trust in peers and shared products have 
no overall significant effect on rental intentions, trust in blockchain technology 
and the community of blockchain users drive rental intentions mediated by trust 
in the blockchain-based platform. Our study sheds light on how established 
trust relationships shift from a peer and product focus towards trust in platforms 
and their underlying technology.  
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1 Introduction 

The emergence of thriving platforms (e.g., eBay, Airbnb, Uber) diversifies and 
changes e-commerce [2, 3]. Nascent platform ecosystems crucially depend on a 
careful balance of aspects such as openness and control, adequate value capture 
mechanisms, and, importantly, on building trust [4]. Within the broader platform 
economy, peer-to-peer (P2P) sharing platforms are particularly flourishing [5]. The 
terminology “sharing economy” is a multifaceted concept that is associated with ideas 
ranging from social and sustainable world improvement to a future of neoliberal 
platform capitalism. Following the European Commission, we understand it as an 
environment for users to (fee-based) grant one another access to underused resources 
[6]. The European Commission expects annual spending of €27.9bn on P2P platforms 
within the EU-28 states [7]. This domain differs from traditional e-commerce insofar 
as offers and services on P2P platforms are often run by private individuals. 
Consequently, users face economic exposure caused by unreliability or fraudulent 
offers that undermine the fundamental collaborative mindset of the sharing economy 
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[8], making one factor particularly decisive—trust, so to speak the quintessence of the 
sharing economy [9–11]. 

Trust itself is an area of research considered from various angles, which, in turn, 
resonates with versatile concepts and theories for addressing it. For the connection of 
trust with the sharing economy, literature highlights the relationship between three 
main sides: Peers, products, platforms [10, 12, 13]. In this work, we focus on trust 
from the perspective of the platform’s underlying technology. Söllner et al. [14] 
demonstrate that trust in the environment enabling the platform is an antecedent for 
trusting the platform provider. Beyond the Internet, the typical technological layer, 
which enables the sharing economy [15], new environments for enabling P2P sharing 
platforms are arising—among these, the blockchain is probably the most popular [16, 
17]. The blockchain is attributed to affect trust [18] and, beyond that, to be the 
technology that is capable of establishing true trust-free sharing economy 
environments [19, 20]. 

Against this backdrop, we shed first light on trust relationships in a blockchain-
enabled sharing economy environment. Our overarching research question is:  
RQ: How do blockchain-enabled platforms frame trust perception and their 

intention to enter a transaction? 
To answer this question, we develop our research model building on a previous 

pilot study from Hawlitschek [1] and substantiate it with a more representative 
sample. In addition, we conduct further analyses on demographic and character 
trajectories and provide insights from qualitative analyses. Overall, we argue that a 
platform that includes a blockchain mechanism functions as a prospect of a trustable 
technological environment where users are more willing to enter transactions. Using a 
scenario-based online survey, we assess individual effects of both blockchain 
technology- and community-related aspects on trust in the platform, its peers, and its 
products and, ultimately, how this connects to their willingness to enter a transaction.  

2 Related Work and Theoretical Background 

The P2P sharing economy serves as a hypernym for a variety of platforms, activities, 
and services [15]. As a sub-category of e-commerce, it is also subject to the fact that 
the facilitation of transactions via the Internet lacks the development of social and 
economic bonding to induce trust between the transaction partners [21]. Furthermore, 
while in traditional e-commerce, users mainly interact with professional vendors (B2), 
transactions on P2P sharing platforms rely upon two private individuals [22]. These 
individuals usually have not met face to face before [23], and, typically, interact with 
each other for the first time [24]. The mere existence of mutual trust between these 
two peers, however, is not sufficient to engender a transaction, if it takes place within 
an environment that is perceived as untrustworthy [2, 13, 25, 26]. Consequently, to 
understand trust relationships on P2P sharing platforms, trust needs to be considered 
from a threefold perspective—peers, platforms, and products [10].  
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This renders trust a crucial element for a P2P sharing platform. Also referred to as 
the “most often used word in any debate about the sharing economy” [27], it is a 
widely discussed topic in literature. 

To induce trust, platform operators incorporate reputation mechanisms (e.g., star 
ratings, text reviews, profile images) to establish trust in the products or services 
offered as well as in the individual peers [5, 28]. Nevertheless, the potential of 
reputation mechanisms is limited. Star ratings, the most popular among these, are 
subject to a positive bias, in which users tend to award the maximum rating [28–31]. 
On Airbnb, for instance, the average rating of close to 95% of all listings is between 
4.5 or 5.0 stars, and virtually no listing has a standing rating of 3.5 stars or below 
[32]. Moreover, this positivity bias also applies to text reviews [28, 33], diminishing 
the informative power of these mechanisms. Even self-generated reputation 
mechanisms such as profile images are subject to unwanted side effects. While profile 
images are found to engender trust in the formation of a transaction [34], they may 
foster discrimination, a typical phenomenon on P2P sharing platform [35, 36]. This 
becomes particularly evident, considering that the majority of peers on those 
platforms reveal their faces with their self-uploaded profile images [28].  

Beyond trust induced by reputational mechanisms, trust may be induced from a 
technological angle [14]. The blockchain, also referred to as a “trust machine” [37], 
promises to revolutionize P2P platforms and enable “trust-free” systems [38]. Despite 
calls to examine the blockchain technology in the context of P2P platforms [2, 39–
42], Information Systems literature on blockchain-driven trust in this context is scarce 
[16, 17]. Previous research mainly considers blockchain-based systems from a 
cryptocurrency (e.g., Bitcoin) perspective [43–49], relies on simulation-based 
evidence [50], or constitutes conceptual work [51].  

Summarizing, studies on the perceptual, intentional, and behavioral effects within 
the intersection of trust on blockchain-enabled P2P platforms remain scarce. Thereby, 
our study addresses a research gap by providing evidence on the causal effects of a 
blockchain-enabled platform on trust perception and their transaction-fostering 
potential. 

3 Research Model and Hypotheses 

We analyze the influence of blockchain as an underlying technology for P2P 
platforms on transaction intentions and corresponding trust perceptions, by replicating 
and extending Hawlitschek’s pilot study [1] of trust relationships in a blockchain-
enabled sharing scenario (see Figure 1).  

The model is based on the well-established work of Söllner and colleagues [14], 
which suggest a model of trust in the context of general IS usage. We adapt their 
model by replacing trust in the Internet with trust in blockchain technology and trust 
in the community of Internet users with trust in the community of blockchain users. 
Next, we replace intention to use with intention to rent as a proxy for the intention to 
enter a transaction. Last, to adapt the model to the context of P2P sharing platforms, 
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we replace the constructs trust in the information system and trust in provider with the 
3P model from Hawlitschek et al. [10].  

  
Figure 1. Research Model of Hawlitschek [1]. 

Following the argumentation of Söllner et al. [14], we hypothesize that trust in 
blockchain technology has a positive effect on three targets – that is trust in the 
community of blockchain users, trust in platform, and trust in peers. The rationale 
behind these hypotheses is that people tend to trust more in other parties if they act in 
a trustworthy environment [14]. This environment can be the Internet – as in the study 
of Söllner et al. [14] – but also a blockchain-based environment. 
H1a: Trust in blockchain technology has a positive effect on trust in the community 

of blockchain users. 
H1b: Trust in blockchain technology has a positive effect on trust in platform. 
H1c: Trust in blockchain technology has a positive effect on trust in peers. 
 

As Söllner et al. [14] argue, IS often depend on services or content provided by 
members of the community of internet users, and thus, trust in an IS increases with 
the trust in the community. We argue that the same holds true for blockchain-based 
platforms. The effect might even be more prevalent since the community of 
blockchain users (in many cases) directly contributes to the core functionalities of the 
blockchain-based platform itself by contributing to the consensus mechanism. At the 
same time, it is likely that a contributor to the consensus mechanism is at the same 
time also a user of the platform, and thus, trust in the community will also positively 
affect trust in peers. 
H2a: Trust in the community of blockchain users has a positive effect on trust in 

platform. 
H2b: Trust in the community of blockchain users has a positive effect on trust in 

peers. 
 

The 3P model of Hawlitschek et al. [10] suggests that the three targets of trust in 
peer, platform, and product have positive effects on transaction intentions in the 
sharing economy. Likewise, trust transfer theory suggests that trust may well be 
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transferred between different sources, such as platforms and peers in the sharing 
economy (e.g., [52]) or peers and their offered products. 
H3a: Trust in platform has a positive effect on trust in peers. 
H3b: Trust in platform has a positive effect on intention to rent. 
H4a: Trust in peers has a positive effect on trust in products. 
H4b: Trust in peers has a positive effect on intention to rent. 
H5: Trust in products has a positive effect on intention to rent. 

4 Method & Procedure 

To test our research model, we conduct an online survey among a sample of 
Millennials of IS students (undergraduate) recruited at the Karlsruhe Institute of 
Technology using the organizing and recruiting software hroot [53]. For our study, 
using a well-educated student sample is reasonable, as this group of people represents 
one of the main user groups on P2P platforms [54–58]. First, participants were 
introduced to a blockchain-based P2P sharing platform. This introduction to the 
scenario was conducted by means of a written text and a subsequent video outlining 
the vision of a blockchain-based P2P sharing platform utilizing IoT assets—the 
Slock.it platform (https://slock.it/). Second, participants answered a questionnaire of 
fully randomized survey items (previously validated by Hawlitschek [1]). To ensure 
content validity, the operationalization of all constructs follows established scales 
from literature (see Table 4). Additionally, we control for demographic and trait 
information, including risk propensity [59], disposition to trust [60], familiarity with 
blockchain technology, age, gender, and highest education degree. We further 
included multiple attention checks, as well as language proficiency, to ensure a high 
level of quality among the answers. Participants were incentivized with monetary 
rewards (equaling €10.39/hour per person).  

5 Results 

Due to the exploratory research objective of the study and the inclusion of formative 
scales in the model, we employ Partial Least Squares Structural Equation Modeling 
(PLS-SEM) for the analysis [61, 62]. We follow the two-stage approach by Hair et al. 
[61] to analyze and interpret the research model.  
Data collection took place in May 2019. Initially, 177 participants provided complete 
answers to the survey. Due to incorrect answers to one or more of the control 
questions, we excluded 16 participants from further analysis. The final sample 
consisted of 161 participants, a sample size adequate to detect small-sized effects with 
a power of .80 and alpha of .01 [63]. 

Within the sample, the average age was 23.30 (SD=3.44), and among the 
participants, about 35% were female. The survey lasted, on average, 16.14 minutes 
(SD=3.60). The results for risk propensity (mean=6.22, SD=1.96; measured on an 11-
point scale ranging from 0: not at all willing, to 10: very willing to take risks) 
indicates that the sample’s average tends to be willing to take risks. Regarding 
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disposition to trust, the sample’s mean value is 3.97 (SD=1.27; 7-point Likert scale 
with the endpoints 1: strongly disagree, 7: strongly agree) and for familiarity with 
blockchain technology the mean is 4.40 (SD=2.31; 11-point scale ranging from 0: not 
at all familiar, to 10: very familiar). Table 1 provides descriptive statistics. 

Next, we analyze the quality of the measurement model, starting with evaluating 
internal consistency reliability, convergent as well as discriminant validity for the 
reflective constructs. For all these constructs, values for composite reliability (CR) 
and Cronbach’s α are above the proposed cutoff value of 0.7 [smallest CR value TPR 
(.821); smallest Cronbach’s α TPR (.719)], confirming internal consistency reliability. 
Concerning convergent validity, we assessed each construct’s average variance 
extracted (AVE) and each indicator’s outer loading. For the prior, all values were 
above the commonly applied threshold value of 0.5 [64], for the latter, however, two 
items [TPE1 (.611), TPR2 (0.683) and TPR3 (.684)] had an outer loading below 0.7 
[61] (Table 4). Following Hair et al. [61], we examined whether the threshold values 
for AVE and internal consistency reliability can be reached by removing these items. 
Since the threshold values have already been met before, we decided to retain the 
items and proceed with the assessment of discriminant validity. The Fornell-Larcker 
criterion [65], the Heterotrait-Monotrait Ratio (HTMT), as well as the consideration 
of cross-loadings, were checked, all confirming sufficient discriminant validity. Table 
1 summarizes the properties of the reflective measurement scales. 

For the formative constructs, we analyze the variance inflation factor (VIF) of the 
formative indicators to assess the measurement models for collinearity between 
indicators. All VIF values were below 5 (highest value 1.181 for TBL1 and TBL2), 
indicating that no collinearity issues between the indicators are occurring. Formative 
indicator relevance and significance testing resulted in the decision to drop TBU1 
(outer weight insignificant, and outer loading below 0.5). Last, we control for 
collinearity issues among predicting constructs. All VIF values are well below the 
cutoff value of 5 [61], providing evidence for not facing collinearity issues within our 
structural model. 

Table 1. Properties of measurement scales. Diagonal values indicate the square root of AVE. * 
Denotes if HTMT confidence interval includes 1. 

 Correlations 
Construct Mean SD Cron. α CR AVE HTMT* ITR TBL TBU TPE TPL TPR 

ITR 3.157 1.312 .905 .940 .840 no .916      
TBL 3.429 1.068 / / / no .559      
TBU 3.323 0.923 / / / no .233 .437     
TPE 3.157 0.822 .807 .874 .639 no .309 .471 .424 .799   
TPL 3.152 0.925 .820 .881 .650 no .544 .626 .473 .642 .806  
TPR 3.366 0.949 .719 .821 .535 no .312 .505 .451 .614 .663 .732 

 
To test the structural model, we employ PLS-SEM using SmartPLS 3.0 [66]. Path 

significances were obtained by means of bootstrapping with 5,000 subsamples, no 
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sign changes, bias-corrected and accelerated, and two-tailed hypotheses testing. 
Figure 2 shows the results for the PLS structural model.  

 

 
Figure 2. Results of PLS structural equation modeling (standardized path coefficients, R² 

adjusted) 

As hypothesized, higher trust in blockchain technology has a positive influence on 
trust in the community of blockchain users (H1a), as well as on trust in the service 
providing platform (H1b). However, we do not find evidence for a significant 
relationship between trust in blockchain technology and trust in the providing peer, 
which is why hypothesis H1c cannot be confirmed. In line with H2a, higher trust in the 
community of blockchain users has a positive effect on trust in platform. The second 
hypothesis emanating from trust in the community of blockchain users, by contrast, is 
not significant, indicating no support for H2b. Both hypotheses, which have their 
origin in trust in platform (H3a and H3b), can be confirmed, thereby suggesting that 
higher trust in platform leads to higher trust in peers and that it significantly increases 
the intention to rent a product. Following H4a, we find evidence for higher trust in the 
providing peer leading to higher trust in their offered product. However, neither a 
positive effect of trust in peer on intention to rent (H4b) nor of trust in product on 
intention to rent (H5) can be confirmed – not confirming the proposed hypotheses.  

Interestingly, only paths passing through trust in platform show a significant effect 
on the dependent variable intention to rent, revealing that trust in platform remains the 
only relevant predictor of intention to rent within the model. Overall, the model 
explains 28.7% (adj. R²) of the variance in the intention to rent, with trust in platform 
being the only significant predictor (f² = .259; medium effect, classification following 
Henseler et al. [67]). Concerning the other effect sizes, the effect of trust in 
blockchain on trust in platform (.389) and the effect of trust in peer on trust in product 
(.605) can be classified as large, whereas the effect of trust in blockchain on trust in 
the community of blockchain users (.236), as well as of trust in platform on trust in 
peer (.272), constitute medium-sized effects. The remaining significant relationship of 
trust in community of blockchain users on trust in platform shows a small effect size 
(.088). Table 2 summarizes effect sizes for all significant paths. 

Table 2. Effect Sizes following Cohen [68] 

Independent Construct  Dependent 
Construct Coef. f2 Effect Size 

Trust in Peers
R² = .424

Trust in Products
R² = .373

Intention to Rent
R² = .287

Trust in Blockchain 
Technology

Trust in the Community 
of Blockchain Users

R² = .186

Trust in Platform
R² = .434

.518***

.247***

.141

.620***

-.046

-.071

.525***

.614***

.437***

H1b

H2a

H2b

H3b

H4b

H5

H3a

H4a

H1a

.081H1c

*** p < .001; ** p < .01; * p < .05
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TBL → TPL .518 .389 Large 
TBL → TBU .437 .236 Medium 
TBU → TPL .247 .088 Small 
TPL → TPE .525 .272 Medium 
TPL → ITR .620 .259 Medium 
TPE → TPR .614 .605 Large 

5.1 Multi-Group Analysis 

To assess the effects of control variables, we conduct a multi-group analysis (MGA). 
Thereby, we can estimate sub-group specific effects (Table 3). MGA yields seven 
significant group-specific differences. First, the relation of TPE and TPR is stronger 
for male than for female participants. Next, the older half of participants account for 
the effect of TBL on TPL, while this effect is insignificant for the younger half. 
Furthermore, the senior participants show a more prominent effect of TPL on ITR, 
and, somehow surprisingly, show a significant negative effect of TPR on ITR. The 
effect of TBL on TBU is stronger for participants less familiar with the blockchain 
and risk-seeking participants. Last, we find an effect of TBL on TPE—exclusively 
driven by participants with lower trust propensity. 

Table 3. Results of MGA Analysis. 

 Gender Age Familiarity Risk Prop. Trust Prop. 
 m f   <23 >=23   <5 >=5   <7 >=7   <5 >=5   
 n:105 n:56 |Δ| Sig. n:77 n:84 |Δ| Sig. n:87 n:74 |Δ| Sig. n:68 n:93 |Δ| Sig. n:87 n:74 |Δ| Sig. 

H1a .340 .456 .116 n.s. .495 .422 .088 n.s. .550 .295 .282 * .589 .313 .284 * .473 .367 .118 n.s. 

H1b .486 .551 .065 n.s. .601 .470 .129 n.s. .597 .456 .146 n.s. .533 .533 .002 n.s. .444 .546 .103 n.s. 

H1c .244 .024 .268 n.s. .045 .175 .141 n.s. -.032 .193 .226 n.s. -.001 .101 .100 n.s. .240 -.153 .406 * 

H2a .359 .159 .200 n.s. .115 .341 .232 * .153 .351 .212 n.s. .216 .262 .055 n.s. .313 .184 .131 n.s. 

H2b .157 .192 .035 n.s. .161 .129 .027 n.s. .181 .142 .034 n.s. .271 .113 .144 n.s. -.002 .270 .293 n.s. 

H3a .419 .567 .148 n.s. .571 .459 .123 n.s. .633 .419 .213 n.s. .479 .546 .059 n.s. .530 .551 .016 n.s. 

H3b .634 .596 .038 n.s. .403 .795 .387 * .563 .622 .040 n.s. .690 .547 .134 n.s. .597 .639 .041 n.s. 

H4a .718 .563 .155 * .590 .665 .087 n.s. .632 .642 .011 n.s. .623 .626 .012 n.s. .670 .551 .126 n.s. 

H4b -.067 -.038 .029 n.s. -.073 -.011 .064 n.s. -.029 -.072 .044 n.s. -.166 .027 .193 n.s. -.109 .010 .128 n.s. 

H5 -.024 -.094 .069 n.s. .265 -.314 .578 ** .076 -.17 .228 n.s. -.038 -.080 .049 n.s. -.009 -.104 .108 n.s. 

5.2 Qualitative Analysis 

To better understand participants’ answers in the survey, we re-invited them for 
qualitative feedback. Doing so, we asked each participant to describe in their own 
words, how the blockchain would affect their perceptions in the outlined scenario. We 
received 192 answers, which we classified into first, a positive or negative 
assessment, and second the six categories depicted in Figure 3. These categories were 
derived by initial screening of all responses individually, then discussed, refined, and, 
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finally, applied by two researchers independently. With an average Cohen’s Kappa 
score of .632 across all categories, we achieve a substantial agreement among our 
raters [69]. Among the answers, stating to perceive an effect (161 total), 39.75% name 
Security aspects (79.69% positive), 34.16% Trustworthiness (90.91% positive), 
10.56% Transparency (all positive), 4.35% Reliability (85.71% positive), and 3.73% 
Privacy (50% positive). 7,45% state to have not enough knowledge to evaluate a 
blockchain effect. 

 

Figure 3. Categorization of participant answers. Categorization was non-exclusive (i.e., each 
answer can be assigned to multiple categories) 

6 Discussion 

We conducted an online survey to investigate how the application of blockchain 
technology in a P2P sharing scenario influences trusting beliefs. While previous 
research studies the blockchain mainly from a Bitcoin perspective [43–49], we 
consider the blockchain from a more general perspective as a technological 
foundation of a sharing platform. To the best of our knowledge, it represents the first 
study to provide reliable survey-based evidence with a sufficient sample size about 
the perception of such platforms. By assessing the perceptions of a blockchain-
enabled platform, we enable a better understanding of how users evaluate potential 
transactions and how they are guided by their trust in three substantial targets of 
trust—peer, platform, and product. Our study contributes to theory and practice by 
showcasing how established trust relationships are influenced by the application of 
blockchain technology and by suggesting means how platform providers shall best 
answer to these influences. Interestingly, we do not find support for four of our 
hypotheses, from which H4b and H5 embody well-established relations within the P2P 
sharing economy and trust literature [16, 70]. A potential explanation for this could be 
that as soon as a platform ecosystem is based on a trusted and potentially “trust-free” 
technology, other trust relationships are diminishing in importance, so that trust in the 
individual transaction partner constitutes no longer an important predictor for the 
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ultimate decision to enter a transaction on the platform. Trust in the facilitating 
platform run on blockchain technology consequently increases in importance. In this 
context, users seem to especially value blockchain’s security-, trustworthiness-, and 
transparency-related aspects: “I would have a higher trust in the sharing platform 
since I do not have to trust the other users anymore” [Respondent 107, male, 26]. 

Thus, we experience a shift from trust in individual transaction partners to trust in 
platforms. Therefore, the term “trust-free systems” [38] with which the blockchain is 
frequently associated, fits in so far as trust in the individual seems no longer to be a 
great matter of concern. Before such a platform landscape can be successfully 
implemented, trust in the overall blockchain technology must be ensured. In line with 
our results, there is a substantial effect of trust in blockchain technology on trust in 
platform. As a consequence, platforms need to build trust in the blockchain 
technology itself. Interestingly, those effects remain stable, though smaller, even 
when controlling for experience with the blockchain technology itself, contrasting 
previous literature describing it as an essential prerequisite [45]. A possible 
explanation for this is the composition of our participant pool of IS student 
Millennials—the explicit target group of P2P sharing services and familiar with 
technological novelties [54–58]. Even though (and in line with the quantitative data of 
our total sample) participants state that the blockchain “[…] does not affect the 
credibility of the offering users” [Respondent 103, female, 19 years], we find a trust-
enhancing effect of trust in blockchain technology for the subgroup with a lower 
trusting propensity.  

Summarizing, platform managers may consider leveraging the blockchain 
technology to increase the level of trust that users place in the platform. This can 
particularly affect novel platforms that lack an established user base. Especially here, 
reputation mechanisms cannot attain their full potential, as they are often subject to 
the “cold start” problem [71]. This refers to the initial state of either the platform user 
(or the platform itself), in which few or none transactions are completed, and no 
reputation can be propagated by common reputation mechanisms (e.g., star ratings, 
text reviews, profile images). Fostering first transactions would benefit both sides of 
P2P platform users since it supports them realizing first transactions and build a 
reputation on the platform. Platform providers should not entirely omit reputation 
systems, since users may “still need confirmed reviews by other peers about the 
‘sharing partner‘ […] to trust the other person” [Respondent 182, female, 21 years]. 
The combination of blockchain as the underlying technology of a platform with 
reputation systems could be a viable strategy for platforms for which the blockchain 
“will not affect the reliability of the physical products” [Respondent 100, male, 29 
years]. 

On the other hand, blockchain technology may help established platforms as well. 
As soon as common reputation mechanisms are devalued by, for instance, inflationary 
positive assessments [28–33], or a discriminatory use of these [35, 36], trust in the 
platform and the assurance of further transactions (and thereby the platform’s 
continued existence) could be supported by an underlying blockchain technology. 
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7 Limitations & Future Research 

Like any study, the present paper faces limitations. First, the decision to enter a 
transaction on a P2P sharing platform may differ from the statements made within an 
online survey—with potential external influences. While laboratory studies might 
create a higher level of internal validity, field experiments might create a higher level 
of external validity. Next, our sample of undergraduate Millennials lessens the 
generalizability of our effects. Although this group is particularly relevant for P2P 
sharing platforms, a broader sample should be considered to derive more general 
implications. Further, as our research model shows a number of unsupported 
hypotheses, effects of demographic and trait variables, and a certain amount of 
unexplained variance, this indicates potential for further influencing factors to be 
considered. Future research may follow a broader qualitative approach to identify 
further influencing factors. Last, longitudinal studies are needed to clarify the effects 
of diminishing trust-enhancing effects for users with blockchain familiarity. The 
question arises if, in the long run, “[h]aving information about how Blockchain is 
working would increase my trust” [Respondent 30, female, 23 years] or “Blockchain 
is just a hype word” [Respondent 82, female, 26 years]. It this sense, we recommend 
putting more research efforts into the promising field of trust in blockchain and 
distributed ledger. This includes investigating real-world use-cases and platforms, 
which—despite the hype during the last years—still lack notable traction and success. 
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Appendix 

Table 4. Applied measurement scales in the research model and outer loadings 

Construct Code Items (adapted) loading/
weight 

Trust in 
Blockchain 
(formative) 

[14] 

TBL1 I feel good about how things go when doing activities on the 
Blockchain. .543 

TBL2 I feel assured that legal and technological structures adequately 
protect me from problems on the Blockchain. .653 

Trust in 
Blockchain 

User 
(formative) 

[14] 

TBU1 Information provided by other users of the Blockchain is 
valuable. (dropped) .145† 

TBU2 Other users of the Blockchain offer me help when I have 
questions.  .341 

TBU3 In general, I can count on the information provided by other 
Blockchain users. .859 

Trust in 
Platform 

(reflective) 
[11] 

TPL1 As a platform provider, Slock.it can be trusted at all times. .756 

TPL2 As a platform provider, Slock.it can be counted on to do what is 
right. .805 

TPL3 As a platform provider, Slock.it has high integrity. .834 
TPL4 Slock.it is a competent platform provider. .826 

Trust in 
Peers 

(reflective) 
[11] 

TPE1 The peers on the Slock.it platform are in general dependable. .611 
TPE2 The peers on the Slock.it platform are in general reliable. .852 
TPE3 The peers on the Slock.it platform are in general honest. .825 
TPE4 The peers on the Slock.it platform are in general trustworthy. .880 

Trust in 
Product 

(reflective) 
[10] 

TPR1 In general, the products on the Slock.it platform will fulfill their 
tasks reliably. .812 

TPR2 In general, you will rarely experience nasty surprises with the 
products on the Slock.it platform. .683 

TPR3 In general, the products booked on the Slock.it platform will not 
break down during use. .684 

TPR4 In general, the products on the Slock.it platform will not have 
defective parts. .741 

Intention to 
Rent 

(reflective) 
[72] 

INR1 Given the chance, I would consider renting products from the 
Slock.it platform in the future. .930 

INR2 It is likely that I will actually rent products on the Slock.it 
platform in the near future. .879 

INR3 Given the opportunity, I intend to rent products on the Slock.it 
platform. .940 

Note: † initial loading for items removed in the course of measurement model evaluation. 
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